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Chapter 1. Introduction

1.1 Features

NetAgentA is the SNMP (Simple Network Management Protocol) card for monitoring UPS. Not only
could remote control the UPS and get the current status of it, it is also support to connect to
compatible modem to send SMS natification, or our NetFeeler Il and its additional sensors for
ambient temperature, humidity and water status. The product is for “Contact Closure” and “RS232”
interface UPS and the communication protocol includes the Contact Closure, RS232[MegaTec],
Phoenixtec], SEC 2400, SEC 9600, Megatec Three Phase, ..etc. NetAgentA provides a simple and
easy installation procedure. CD provides along with NetAgentA offers several software to allow the
user to configure IP address; central monitoring and multi shutdown on different operating systems.
Other advance configurations could be accomplished in the Web browser.

Features:

(1) Provide SNMP MIB to monitor & control UPS

(2) Auto-sense 10M /100M/1000M Fast Ethernet Manage and configure via Telnet, Web
Browser or NMS

(3) Support TCP/IP, UDP, SNMP, Telnet,SNTP, PPP, HTTP, HTTPS, SMTP, FTP, Modbus,
BACnet Protocols

(4) Support SSL/TLS, SSH Encryptions

(5) Providing easy setup and upgrade tools via our Netility software

(6) Send SNMP TRAP ; E-mail and SMS for events notification.

(7) Auto email daily UPS history report

(8) Perform graceful shutdown with our ClientMate software

(9) Add-on optional NetFeeler Il for temperature, humidity, water, smoke and door sensor
(10) Add-on optional WiFi dongle for wireless network access

(11) Add-on optional GPRS modem for SMS notification



1.2 Applications

B NetAgentA allows UPS to be monitor on network

When the UPS connects with NetAgentA, the system manager could check each and every UPS
condition by a computer with Browser installed. The manager could monitor and control the UPS by
simply input the IP address of the NetAgentA which connects to the UPS. When there is a power
abnormal condition happens, the NetAgentA could also send the trap information to the system
manager to take proper action.

B NetAgentA Provides Shutdown Utilities

When a computer install our shutdown software in the network that connects to the NetAgentA,
when UPS is in AC failure condition or Battery Low condition, the software would close all the files
of the operating system and shutdown gracefully. This could avoid system corrupt when a power
disconnection happened.

B NetAgentA for Surrounding Monitoring

NetAgentA with USB ports could connect to optional sensor- USB NetFeeler to get the surrounding
temperature/humidity/smoke/fire signals. These information could also be revealed on the
NetAgentA Web page. When there is an abnormal condition happened, it could also be sent as a
trap to the system manager.



Chapter 2. NetAgentA Series

2.1 NetAgentA Mini Models

NetAgentA Mini Model

odel Name Package Contents Internal |External| RJ45 | RS232 | ENV | USB

NetAgentAA Mini SNMP Card
NetAgentA Utility CD

Quick Installation Guide (Optional)
. NetAgentAA Mini SNMP Card

. NetAgentA Utility CD

. Quick Installation Guide (Optional) \Y; v v v v
. M2509 Cable (USB)

. NetAgentAA Mini SNMP Card
. NetAgentA Utility CD Vv \V/ \Vj \Y/ \Y/
. Quick Installation Guide (Optional)

DAS520

DA806

DA807

2.2 NetAgentA Mini LED Indication

Status LED RJ45 Ethernet

Amber

o
bl —
Communication
Flashing

Transferring data with UPS

Green
Green Yellow
On Flashing | On Flashing |
A 100 Sending/ 10 Sending/
Power Status NetAgentA Mini Status Mb Receiving Mb Receiving
On off On Off ps Data ps Data
Normal No Power Operating Stop working

When Green and Yellow LED are both ON,
it runs at 1000M mode

NOTE : When writing firmware, red led alternating flashing, DO NOT remove any power



Power

NetAgentA Mini 9 Status

On

Off

Operating

Stop
Working

t: Net Agentd
| M- U USE |
| —-_—

Yellow

X

NetAgentA Mini 9
Status

100M 10M
fq MAC 00-03-EA-14-B2-E0
= SN Y-302T 225056




Chapter 3 Software Installation

3.1 Software Installation

NetAgentA Utility CD offers several management and shutdown software. Insert CD into
CD-ROM and software can be select under [Program Installation]

Netility: Configure and Search
NetAgentA. Refer to 4.3

-_l) Introduction

—0 Operating System Supported

ClientMate:
Shutdown OS Software .
3b Refer to Chapter 6

- D System Requirements
© Program Installation .
O View Manuals
© Contact Information

- D Exit

SMS Server:
SMS notification Softwar.
Refer to Chapter 9

SNMPView : :

Multi monitoring Software. Time Server:

Refer to Chapter 7 Time server software
iMConfig:

Muti-configuration Software.
Refer to Chapter 8

If the PC does not executes CD program automatically, please select from File Managment

| » =8 » BD-ROM AZH (F) NetAgent V5.7 »

HogE - ZEHE -
4 i BD-ROM #E2# (F) NetAgent V5.7 -
I+ |4 Acrabat Reader
i Ly ClientMate for FreeBSD v5.3
i Clientiate for Linuxv5.3
. Clienthate for MAC v3.3b
. ClientMate for VMWare v3.51
. ClientMate for Windows v5.62
| iMConfigvl.2
i Neé\lity forFreeBSD w1l
| Metility for Linuxv1.1
) Metility for MACv1.1
| Metility for Windows v4.53
4 OpenSSL
J SMS Servervl.6
) SNMPView v5.73

B

B EE R

v v



Chapter 4. NetAgentA Setting

4.1 Introduction

NetAgentA can be login via web or HyperTerminal with protocol and encryption of
HTTP/HTTPS/SSH/Telnet. Enter the IP address of NetAgentA to configure and monitor the UPS
status.

HTTP : q

-

[4
HTTPS e

TELNET

4.2 NetAgentA Login Procedure

1. Connect NetAgentA to modem/router

2. Install Netility under same network

3.NetAgentA searches all available
NetAgentA within same network

4.Configure IP address of NetAgentA
(1)DHCP IP (Default) (2)Static IP

\ J

,
5. Enter IP address of the 5. Double click NetAgentA 5. Login via HyperTerminal
NetAgentA on browser from Netility

\L




( )
6. Select the compatible protocol under
UPS Configuration webpage of NetAgentA
\. J
4 )
7.Enter other parameter on NetAgentA

. webpage
J

NOTE 1 : Each NetAgentA has its unique serial number / MAC address and Password.
This is available on the label of each unit. This helps to identify the card information on Netility

3

MiniGoUSB®

MAGD0-03-Eh:
FasiworkEA1GFZ6C
(SR 8

NOTE 2 : NetAgentA with LCD display may obtain the IP info from it.

Example of LCD display format as below

IP address 192.168.0.70

IP Addr IP Addr IP Addr

IP Addr

19271687 07T 7

Subnet Mask: 255.255.255.0

Mask Mask

255 7255 7255 T O

Gateway:192.168.0.1

Gateway Gateway Gateway



When NetAgentA IP is known, enter such IP address on the browser to login. If non-LCD
NetAgentA model, install Netility software to find and configure its IP address.

i UPS Agent(My Office) X

&€  C|® 1921680224

EEES Wl vehoo!'S=E [J PChome Online £ @ 2&87F

il

i beo/nszasaozon 0 = & | i# urs AgentiMy Office)
CEER =Er BEY) =SSR LB RBEH
H~8 -0 & - £80~ 2240~ 120~ @~ &




4.3 Netility Installation and Setting

B Netility Installation
Netility is tool software that helps the user to search all the available NetAgentA within network as

well as to configure IP address and firmware upgrade. Mount the NetAgentA Utility CD on
CD-ROM and click on Program Installation>Netility>Windows

I‘rngram Installatlnn
; Netility

— © Introduction
—0 Operating System Supported

—-D Stem Reuirements

© Program Installation

D View Manuals

D Contact Information

0 Exit

[ mERMRGE
T A R SR -

= Hetility SREEFETFIEH & -
SRR SN BT TT—5. - ERERHMERE - Fx—T "3
B AEEEEMEHK-

Netility installation directory

7

LR —
C:h\Program Files (x86)\Megatec'iNetility ig”g__(R)- -

InstallShield

s E=B@® [T - [ BH |

 windows Media Center
@ Windows Media Player
&) windows Update

& Windows EEAIRE
- XPS tB1RE

E s TEE

© mmes

| 7-Zip

| . Megatec

| Netility

Netility Software

Jnder All Programs/ Megatec File Directory




B Netility Operation and Setting
Netlity main pages divided into 2 sections:

1. Online NetAgentA List 2. Function Selection

2. Function

Launch
Web User
Interface

Search for device’s LAN IP

"Serial Number MAC Address IP Address

007000560 00-03-EA-11-45-F9 192 163.0.29
Firrware 3007145000 O0-03-EA-13-74-8B 192168034
Upgrade 3007150530 00-03-EA-13-8F-C2 192.168.0.167
3007154045 00-03-EA-13-0D-7D 192168035
3027193225 00-03-EA-14-36-89 192.168.0.198
007196066 00-03-EA-14-41-A2 192.168.0.132
3037213190 00-03-EA-14-84-6F 192.168.0.32 E
Abeut 3037225007 00-03-EA-14-E3-09 192.168.0.224
3007302520 O0-03-EA-15-E1-81 192.168.0.31 =

Hardware Version: HDAS20W Select 1 of 24
Firmyeare Ve

MAC fddress: 04-43-16-EB-65-64

Refresh

1. Online NetAgentA

2.5 Refresh List

2.4 About

2.3 Firmware Upgrade

2.2 Network Settings

2.1 Launch Web User Interface

1.2 Individual NetAgentA Info

1.1 Online NetAgentA List




1.1 Online NetAgentA List

When open up Netility , it automatically searches all the available online NetAegntA within the
network with its serial number, IP address, MAC address. Double click on the specific NetAgentA

with valid IP address, it will direct to the NetAgentA’s webpage. (List refreshes automatically every 2
minutes)

e

Launch
Web User
Interface

Search for device’s LAN IP

Serial Number MAC Address IP Address

3927000563 DO-03-EA-11-45-F3 192168029
Fittriars 3977145088 OO-03-EA-13-74-8B 192168034
Upgrade 3977150530 OD-03-EA-13-8FC2  192.168.0.167
3977154045 OO-03-EA-13-9D-7D 192168035
3977193235 OD-03-EA-14-36-89 1921680198
3977196066 OO-03-EA-14-41-42 1921680132
3977213193 OD-03-EA-14-848F 192168032
3977225087 00-03-EA-14-B308 1971680224

3977302528 OO-03-EA-15-EI-81 192168031 -

Hardware Fersion: HDAS207 Select of 24

@ ®
Launch
Web User
Interface

WY-=ls1¢a:Bis) Double click to login to the webpage

Refresh
List

Serial Number MAC Address IP Address
3927000569 00-03-EA-11-45-F9 192.168.0.29

Birrinhs 3937145089 00-03-EA-13-74-8B  192.168.034
Upgrade 3937150530  00-03-EA-13-8F-C3 1921680167

3927154045 00-03-EA-13-9D-7D 192.168.0.35
3927193225 00-03-EA-14-36-89 192.168.0.198

3927196066 00-03-EA-14-41-42 192.168.0.132
3927213199 00-03-EA4-14-34-8F 192.168.0.32 / | =
3937225097 00-03-E4-14-B3-09 1921680224 [

3927302529

00-03-EA-15-E1-81 192.168.0 31
Hardware Yerdon: HEY 506 Selertd of 23
Firnware Version: 3,5 BY 506 = A4

ML Address: 00-03-E4-14-B3-09

Refresh
List




1.2 Individual NetAgentA Info

Click on specific NetAgentA , the bottom column shows its hardware , firmware version and MAC
address. It also shows the total NetAgentA number that found by Netility and selected

Launch
Web User

Interface

Search for device’s LAN IP

Serial Number MAC Address madarg Click on NetAgentA
3977000560 ODO-D3EA-1145F)  192.1680%

Fittriars 3027145000 O0-03-EA-13-TA-GB 192168034
| Upgrade 3027150530 O0-03-EA-13-BF-C2 192 168.0.167
3027154045  O0-03-EA-13-0D-7D 192168035
Hardware Version 3027193225  O0-03-EA-14-36-89 192 162.0.195
- 3007106066 O0-03-EA-14-41-42 21680132 [
3027213189 00-03-EA-14-B4-8F 192.168.032 | =
Absut 3037225007 O0-03-EA-14-B3-09 192 1680224 [
3027302520 00-03-EA-15-E1-81 0l =

. . Handware Fersion HEYS06 Felectl of 33
Fy i . 3.5 BY 06 T
Firmware Version [ | Bamves Voo 25 BT R

\

Refresh
List

Total Number of NetAgentA
found and selected




2.1 Launch Web User Interface

Select specific NetAgentA from the list and click on Launch Web User Interface to login to the
NetAgentA’s webpage

] Ne.ti__f'rt}j

Click on
unch Web “
er Interface

L] @
Launch
Web Usear
bInte!“facﬁ_‘

m VA
11 =

UPS Status
System|Status

Remote Control

Firtrvare
Upgrade

NetAgentA

System Information

System Information

Hardware Version

Search for device’s LAN IP

Serial Number MAC Address

2927000569
2927145099
3927150530
3027154045
3927193225
3927196066
3027213199
3937225097
3927303529

00-03-EA-11-45-F9
00-03-EA-13-T4-8E
00-03-EA-13-8F-C2
00-03-EA-13-9D-7TD
00-03-EA-14-36-89
00-03-E&-14-41-42
00-03-EA-14-84-8F
00-03-EA-14-B3-09
00-03-EA-15-E1-81

IP Address
192.168.0.29

1.Click on NetAgentA

192.168.0.24
192.168.0.167
192.168.0.35
192.168.0.198
192.168.0.132
192.168.0.32
192.168.0.2324
192.168.0.31 I}

7~

Hardware Version: HEY506
Firmyare Verdon; 3.5 BY506
MAC Address: 00-03-EA-14-B3-00

“elect 1 0f 23

UPS Information

Login to the webpage of such NetAgentA

Network Status

HCA508

UPS Last Self Test

[11:47:39] NetFeeler Communication Lo
> PS L errun (8

Firmware Version 3.6.CA506 UPS Next Self Test
SMS Modem Status

Serial Number 3927206593 UPS Critical Load 80 %
Detiecien System Name UPS Agent UPS Critical Temperature 70.0°C

Configuration
Log Information

System Contact
Location
System Time

Uptime

Administrator

My Office
2019/01/16 15:47:14
2 day(s) 06:46:43

Warning will be initiated 10 minute(s) before Scheduled Shutdown Event

Send Email for Daily Report (No)

UPS Critical Capacity

10 %




2.2 Network Settings

B When connecting the NetAgentA for the first time, ensure IP address and other network setting
are correctly entered in order to login to the NetAgentA’s webpage via browser or
HyperTerminal

B When select to obtain IP address by DHCP or BOOTP, IP address and other network
parameter will be assign by the network

B NetAgentA offers 4 network protocols - HTTP / HTTPS / TELNET / SSH for management with
security consideration. If any change on port number, the it require to enter the full IP address
with port number in order to login
For example : HTTP port number change to 81

The full address to be enter on browser should be "http://X.X.X.X:81" (X.X.X.X is the IP
address of the NetAgentA)
For Example : Telnet port number change to 24
The full address to be enter on HyperTermnal should be
"hitp://IX.X.X.X 24” (X.X.X.X is the IP address of the NetAgentA)

B When password of the NetAgentA is enabled, it is necessary to enter the correct password
before making any configuration change and firmware upgrade

’i.,'l Netility

Launch
Wekb User
Interface

. Click on specific NetAgentA

Il-l-t ra

. Click on _—ﬁ
Network EQLL.J‘ Search for device’s LAN IP
Settings

Serial Number MAC Address IP Address

f e 3926444847  00-03-EA08-CB-2F  192.168.1,107

Upgrade 3927177604 00-03-EA-13-Fo-.DE  192.168.1.105

027225007 00-03-EA-14-BE3-09 1602547073

@ About -
. TP Address ]Advanced | Password |
: B

—Address Confignration -

" Obtain IP address by DHCP
/

7 [Obtain IP address By BOCOTPE

Columns requires to be entered for
Static IP address

® Usa following Static [P address
—IP Address-
‘ IP Address: [192 . 18 . 1 . 110

SubnetMask: | 255 . 255 . 255 . O

Gateway: [192 188 . 1 . 1




IP Address Advanced lPassword !

/ Management Protocol -
[V Enable HTTF Function
HTTF port number {1-63534:

¥ Enable HTTPS Function
HTTP3 port number (1-55534):

[¥ Enable Telnet Function
Telnet port number (1-55534):

¥ Enable $5H Function
32H port number ¢1-65534);

B

T
Default port for each protocol

5

==Y

__wE |

Ao

IP Address | Advanced Famword l E nte r paSSWO rd

~Device Password -

¥ Enable password setting

1********** /
EEe s ett iy

New password:

Confirm password:

| ) Netility

Launch
Web User
Interface

2026444347
3027 177694
2927225097

N t. I . t
Search for device’s LAN IP

Serial Number MAC Address
00-03-EA-08-CB-2F
00-03-EA-13-FO-DE
00-03-EA-14-B300

Once password is enabled and
configured, it is required to enter the
correct password when change any
setting or firmware upgrade

/

Password Input

Metility Password:

Cancel ]

IP Address
192.168.1.107

192, 168.1.103
192.168.1.110

Searching device..,

Refresh
List




2.3 Firmware Upgrade

B This is to upgrade or re-load the firmware to the NetAgentA unit. Firmware version is available
on the official website. Ensure to check the NetAgentA model, hardware version for the correct
firmware version (.bin)

B Ways to select NetAgentA for firmware upgrading
(1) Click on specific NetAgentA from the Netility list
(2) Press and hold on CTRL key then select multi NetAgentA unit from the list=>This is to

upgrade multi units at once
(3) Click on the first NetAgentA from the list, then press and hold on SHIFT key as well as click
on the last unit of the NetAgentA =>This is if all NetAgentA from the list are same model

# WARING : Please makes sure the multi NetAgentA selected are same model

B [f any failure during firmware upgrading, please upgrade again until it is successfully done

B While upgrading, red and yellow LED would alternating flashing, or red led flashing. DO NOT
remove any power or cable to the NetAgentA. Once firmware is successfully upgraded,
NetAgentA would reboot automatically.

n-mr':._w;

.

Interface

Serial Humber MAC Address IP Address
997000560 O0-03-BA-11-45-F9 102.1680.29 SEn iGN il e s AXndiess
3927145000 00-03-EA-13-7A-5R 192.168.034 84520183 04-43-16-EB-T3-1F 192 1680218 &
3927150530 00-03-EA-13-8F-C2 1921680167 3015668676 00-03-EA-00-00-B4 1921680250
3077154045 Q0.03EA13.9D7D 102168035 JseeBsER  O0-0FEA-D0008A 1021880106
9007103175 G0.03EA14.3680 1021680108 Ig5BGEGEE  OD-OFEAOOO0SE 1921680107 &
3007106056 ODOREA-104L47 1021880472 - JuzsegEgle OD-DFEA-OIT4 192166028
O A 1 I5OBOS0S  OO-0FEA-DI-ES-SY 1021680115 L
e ‘ 925080976 OD-03-EA-DI-DA-SH 1921660112 5 e e e
eSS OLPEAASELGN  loeans W = T T R ¢ SozooeEEs  0.Q3EAOLEDDS 1021660912

96094354 OD-OFEA-DRTZ-1Z 1921680175 & b
Hemiware Toron A58 bl it 3926094354 00-03-EA-03-72-12 192.168.0.175 -
Fimmware Version: 3.5 BYS06 Selectd of 24 : A
MAC ddress: 00-03-EA-L4-B3-09 Setate)

Serial Number MAC Address IP Address

384520183 04-A3-16-EB-73-1F 1021680218
2025868676 00-03-EA-00-00-84 102.168.0.250
3025868607 00-03-EA-00-00-84 102 1680 106
3IA5BARO86 00-03-E&-00-00-8E 102.168.0 107
3025868016 00-03-E&-00-01-74 102166028

3925080505 00-03-EA-01-B5-59 1021680115

Upgrade Single [ i- Upgrade consecutive

Firmware D-:_a_vmf_?@d.'

=
RMWARED .5.3&*505\1 Firmuare Download

Bilepenes S BRIV A RENE S BV S00F AR 05 b0 E Fils namns:  [DAFIRMWARE( 5 BYS063 5 BYS06 bin .

i d |

Device

3957295007 ! 1.Select .bin file

11 vt success, O vt fadl.

Device /| Download. Statos

392’?? Diownload, Successfully

3. Upgrade message

4. Cancel to exit

/

Click on Download | Dot | e ) : 4
-~ L | Dowalosd | Cancel ,\J
Layg




2.4 About
Here shows the current Netility verison

= e
m etility 4 53

Copyright (2) 2001 - 2012
Mega Bwstern Technologies, Ine.

2.5 Refresh List

The list on Netility would refresh every 2 minutes automatically, however, manual refresh is also
possible by clicking Refresh List

=

Launch
Web User
Interface

Search for device’s LAN IP Search for device’s LAN IP

Serial Number MAC Address
3027225097 00-03-E4-14-E3-09

IP Address
192.168.0.224

IP Address
192.168.0.224

Serial Number MAC Address
3027225097 00-03-EA-14-B3-09

Firrmw are
Upgrade

Click on Refresh List

About Searching

SelectOnf 1 Searching device ..

Refresh

List = = =
oo i) Netifity E@an

Launch
Web User |
Interface

Search for device’s LAN IP

Serial Number MAC Address 1P Address
3927000093 00-03-E4-11-44-22 192.168.0.19
FRFrinaTE 3927000569 00-03-E4-11-45-F9 192.168.029 J-
Upgrade 3027145099 00-03-E&-13-74-8B 192 165024
: 3027150530 00-03-E&-13-8F-C2 192,168 H H

3027154045 00-03-E4-13-9D-7D 192.168 LISt OUt a” the Onllne NetAgentA
3027193225 00-03-E&-14-36-89 192 1652 ™
3027196066 00-03-E4-14-41-42 192.168.0.132 | 3

About 3027213199 00-03-E4-14-84-8F 192.168.032 /

3027225097 00-03-E4-14-B3-09 192.168.0.224
Refresh
List

Hardware Versinn: HBY 508
Firmware Version: 3.5 BY 506
MAC Address: 00-03-E4-14-B3-00

Select1 of 23




4.4 NetAgentA Web Interface & Setting

= |nformation > UPS Status
e UPS Status

This page is to show the current UPS connection status in graphic mode with Voltage, Frequency
and other information.

., A [17:27:32] UPS Load Normal (50%)
B 5. NetAgentA i _

T

UPS Status

System Status
Remote Control Voltage Rating: 150.0 Frequency Rating: 55.6 Battery Voltage Rating: 12.50

SMS Modem Status
:
pagaaad~
e

UPS Firmware Version: V001203.12
Management

UPS Model: M1000K

D Log Information UPS Manufacturer: MegaTec ]

B Information > System Status
e System Information

Here shows all the basic information of the NetAgentA such as hardware / firmware version; Serial
Number; Uptime...etc.

=1. ﬁ N etAgentA [“IT:‘27:3:2] UPsS Lroadr Norijnzfl (5IO"/.,) :

[ m BYS Gl nELCI UPS Information | Network Status | Wireless Status
UPS Status

System Status N
Hardware Version HDAB07 UPS Last Self Test

Remote Control . ”
Firmware Version 3.6.DAB06 UPS Next Self Test -
S5 Meden Stalus Serial Number 3927492900 UPS Critical Load 80 %
NetFeeler
_ System Name DAB07_2_16 UPS Critical Temperature 70.0°C

Configuration System Contact Tom_16 UPS Critical Capacity 10 %
D Log Information Location OFFICE_15

System Time 2018/01/11 17:40:47
|

Uptime 01:01:58

Warning will be initiated 1 minute(s) before Scheduled Shutdown Event

System Information

Send Email for Daily Report 0:00




B Information > System Status
e UPS Information

This page shows UPS information/Battery Information/Rating Information. The data is obtained
from the reply of UPS or the settings from [UPS Configuration] webpage

e

System Status

[17:27:32] UPS Load Normal {50%)

System Information RUERGHEGITE Network Status | Wireless Status

UPS Manufacturer MegaTec
Remote Control UPS Firmware Version V001208.12
SMS Modem Status UPS Model M1000K

LT
I

UPS Information

Date of last battery replacement
Number of Batteries

Battery Charge Voltage

Battery Information

2018/07/04
2

2267V

Rating Information

Voltage Rating 1500V
Frequency Rating 55.6 Hz
Battery Voltage Rating 1250V

B Information > System Status

e Network Status

This page shows the network information of NetAgentA.

System Status

Remote Control

Connection Type 1000Mbps Full-Duplex Time Server swisstime.ethz.ch
SMS Modem Status ——

D Log Information

MAC Address

00:03:EA:18:C9:24

Email Server

IP Address

Subnet Mask
Gateway

Primary DNS Server

Secondary DNS Server

192.168.66.117
265.255.255.0
192.168.66.1

192.168.66.1

[17:27:32] UPS Load Normal (50%)

General

smip.gmail.com

IP Address
LinkLocal Address
6tod Address
Gateway

Primary DNS Server

Secondary DNS Server

fe80::203:eaff:fe18:c824/64




B Information > System Status
e Wirelss Status

This page is to show Wireless connection status and information when NetAgentA communicates
via the compatible WiFi dongle

N etAge ntA [17:27:32] UPS Load Normal (50%)

System Information | UPS Information | Network Status RUHEIEEERSIENIE]

s Geverat |
e _ :

MAC Address Primary DNS Server
Remote Control

Secondary DNS Server
SMS Modem Status
sk —

D Log Information Subnet Mask LinkLocal Address
Gateway 192.168.66,1 Gateway
:

B [Information > Remote Control
User can perform several tests to the UPS remotely. Once the option is selected, please click on
Apply in order to execute it.

=1 ,ii N etA e n tA [17:27:32] UPS Load Normal (50%)
= g Bl

Remote Control

System Status UPS Testing

®' 10-Second Test

Remote Control

Deep Battery Test for 10 minute(s)
SMS Modem Status
Test until battery capacity below 10 %

Test Until Battery Low

Configuration Cancel Test

Log Information -
Qi voomonsewn |

Put UPS in Sleep mode for |60 minute(s)

Wake up UPS
Reboot UPS
UPS Buzzer On/Off

ooy | e ]



B Information >

SMS Modem Status

This page shows the Modem status when GPRS modem is connecting with NetAgentA

i s
Il

CEET—

Remote Control

SMS Modem Status

NetAgentA

[18:00:01] UPS enter Sleep Mode.Power will be cut off

Modem Information

Modem Manufacturer
Modem Model

Modem Firmware Version

GSM Modem Current Status

Service Provider

Central number of SMS service

D Log Information
@ verowren |

Signal Strength

SIM card PIN is correct or not

B Information > NetFeeler
This page shows the environmental status when USB NetFeeler/ NetFeeler |l and its accessories
are connected with NetAentA.

[15:56:42] UP S Load Overrun (80%)

NetFeeler Status

Environmental Temperature 291C(843F) Security1 Status Normal

Remote Control

Environmental Humidity Security? Status Normal

Water Status Normal Security3 Status Normal

NetFeeler

Configuration

Log Information

Gas Status Normal Securityd Status Normal

Smoke Status. Normal Security5 Status Normal

Security6 Status Normal

Security7 Status Normal

Management

Reset Alarm

B Configuration > UPS Configuration
UPS Properties (Please refer to your UPS specification)

UPS Communication Type:

In order to establish theconnection between NetAgentA and UPS, select
the compatible protocol which your UPS supported from the list. Wrong
protocol selected would cause no communication at all. (Megatec is
default protocol)

Number of Batteries :

Enter the number of battery that the UPS has.

Battery Full Charge Voltage (V) :

Enter the number of the full charged voltage per battery cell. (2.267 is default, this is recommended
not to be change)

Battery Exhausted Charge Voltage(V) :
Enter the number of exhausted voltage per battery cell. (1.667 is default, this is recommended not




to be change)
Date of Last Battery replacement(mm/dd/yyyy) -
Enter the date of last battery replacement for record

2 o5 NetAgentA

Em UG EREEN Test Log | Warning Threshold Value 9

UPS Configuration

UPS On/Off Schedule
Wireless LAN

[18:00:01] UPS enter Sleep Mode.Power will be cut off

UPS Communication Type MegaTec
Number of Batteries

Battery Full Charge Voltage (V)

Battery Exhausted Charge Voltage (V)

Date of Last Battery Replacement (mmidd/yyyy) 2018/07/04

Web/Telnet/FTP
D Log Information
O

[ Aoy | Reset |

e Testlog

Test UPS Every

Week /2 Weeks/ Month / Quarter UPS can be selected
Start Time of UPS Test (hh:mm) -

To enter the time to begin the test
UPS Test Type :

Test option can be select from the drop down list
UPS Data Log :
To enter the time interval to refreshing data

g s NetAgentA

mm ‘ UPS Properties JRESINGIVE Warning Threshold Value Q

[18:00:01] UPS enter Sleep Mode.Power will be cut off

Test UPS

UPS Configuration

UPS On/Off Schedule

Web/Telnet/FTP

BACnet
NetFeeler

D Log Information

Test UPS every
Start Time of UPS Test (hh:mm)

UPS Test Type

None v

10-Second Test

UPS Recorder

UPS Data Log

Minute(s) (-1 = Stop Recording)

Coony | e




e Warning Threshold Values

Time out after loss of connection :

Send warning alarm when NetAgentA and UPS lost connection at this configured time
Critical Load(%) :

When loading reaches at this % configured, NetAgentA will send warning alarm

UPS Temperature ('C) :
When UPS temperature reaches at this degree configured, NetAgentA will send warning alarm

Critical Capacity (%) -
When UPS battery capacity reaches at this % configured, NetAgentA will send warning alarm

n V. o . N
= . N etAg e n tA [18:00:01] UPS enter Sleep Mode.Power will be cut off

(VARG (O R CO ALl Warning Threshold Value e

Configuration

UPS Configuration Time out after loss of connection 30 seconds ¥

UPS On/Off Schedule Critical Load (%) 80

Critical Temperature (°C) 70.0

Critical Capacity (%) 10

Web/Telnet/FTP

BACnet

NetFeeler

D Log Information

B Configuration > UPS On/Off Schedule
e UPS Action
When selected event happens at configured time range, UPS will be shut down



=1. ‘. N etAge ntA [18:28:13] UPS communication has been lost.

PN Remote Shutdown | Weekly Schedule | Date Schedule | Wake On Lan

During |00:00 -|23:59 , if| UPS Load Overrun v | occur, then | turn off UPS v jafter|1 minutes.

UP$ On/Off Schedule Add
[ Network |
m No. During Time Interval(HH:MM) Event Device Delay Time
_ 1 00:00 - 23:59 UPS Load Overrun UPS 3 [Delete]
% 2 00:00 - 23:59 AC Power Failed UPS 3 [Delete]
3 00:00 - 23:59 UPS Battery Low UPS 3 [Delete]
4 00:00 - 23:59 UPS Temperature Overrun UPS 3 [Delete]
M 6 00:00 - 23:59 Environmental Temperature Underrun UPS 3 [Delete]
9 00:00 - 23:59 Environmental Water UPS 3 [Delete]
10 00:00 - 23:59 Environmental Smoke UPS 3 [Delete]
D 12 00:00 - 23:59 Environmental Security 1 UPS 3 [Delete]
13 00:00 - 23:59 Environmental Security 2 UPS 3 [Delete]

¢ Remote Shutdown

This is to shut down the network server when selected event happens without install shutdown
software. Event needs to be adding under UPS Action first and then enter the IP address of server
that wish to be shut down by SSH or Telnet with compatible shutdown command of the server
system.

For example: To shutdown Host 1 (Windows server) and Host 2 (Linux server) after 1 minute when
AC power failed.

First, go to UPS Action tab, select event of “AC Power Failed” then select “shutdown Host 1 “, press
on Add. The action will be add in the list. Then the same for Host 2, select event of “AC Power
Failed” and select “shutdown Host 2” from the list and press on Add to be in the list.

=1. A N etAg e ntA [17:24:07] UPS enter Sleep Mode.Power will be cut off

Q UPS Action EEENTCETNGETY] Weekly Schedule | Date Schedule | Wake On Lan (2]

Configuration
UPS Configuration During 00:00  |-|23:58 |, if AC Power Failed v | oceur, then [ shutdown Host1 v after 1 minutes.

UPS On/Off Schedule turn off UPS
=
Wircless LAN No. During Time Interval(HH:MM) Event

054 peyice Delay Time
5

_ 1 00:00 - 23:59 AC Power Failed s 1Host6  host1(192.168.66.222) 1 [Delete]
_ 2 00:00 - 23:59 AC Power Failed shutdown Hos!8  |host2(192.168.66.223) 1 [Delete]
T —— 3 00:00 - 23:59 UPS Load Overrun UPsS 3 [Delete]

Cowstosem |
o e

System

D Log Information

Once action is added, go to Remote Shutdown tab, enter the domain IP for Host 1 and Host 2,
select Telnet or SSH for access and then enter the user name/password of the server with its
shutdown command of the server. For Windows, “shutdown /a “ is the shutdown command. For
Linux, “halt” is the command to shut down. For MAC, it is “sudo shutdown” as the command.

Below to check command menu for different system

- Windows : shutdown/?



- Linux : shutdown —help
- MAC : sudo shutdown

n 18:13:07] UPS Load Normal (79%)
B o5 NetAgentA i

mm VWXL Remote Shutdown Weekly Schedule | Date Schedule | Wake On Lan 9

UPS Configuration Domain Name / IP Login Mode User Name Password Shutdown Commands
UPS On/Off Schedule Host1 192,168.66.222 Teinet v 23 Administrator [ /seeeeseess shutdown /a
| Metwork | Host2 192.168.66.223 SSH v 22 oot e halt
EI— Hosts i v [z hai o
Web/Telnet/FTP
Host7 SSH v 2 hait
BACnet

System

D Log Information

e Weekly Schedule

This section is to set the time to turn on/off the UPS each day in the week.

.I1 A [18:28:13] UPS communication has been lost.
6 NetAgentA ‘

UPS Action | Remote Shutdown Weekly Schedule JEeEICET LTI ETCE o NI

w
UPS Configuration Turn On (hh:mm) Turn Off (hh:mm)

UPS On/Off Schedule

Sunday 09:00 18:00
Monday 09:00 18:00
Tuesday 09:00 18:00

Thursday 09:00 18:00

K Wednesdoy 0500 1800

Friday 09:00 18:00

Web/Telnet/FTP

Saturday 09:00 18:00

BACnet

NetFeeler Warning will be initiated | 1 minute v before Scheduled Shutdown Event
D Log Information Apply m
(D] management |

e Date Schedule

This section is to set the time to turn on/off the UPS on particular days.
The settings here override the settings in Weekly Schedule.

Warning will be initiated X before Schedule shutdown event

NetAgentA will send a warning message before a scheduled shutdown. This section sets the delay
time period after the message is sent and before the scheduled shutdown is started.




[18:28:13] UPS communication has been lost.

Q LRI CLITIEE Date Schedule ELCHeL B L]

Date (yyyy/mmidd) Turn On (hh:mm) Turn Off (hh:mm)
UPS On/Off Schedule 2018/07/13 10:00 10:05

| Network | 201810713 1010 1015

| WiclessLav | 201810713 1020 1028

EEC 20180713 1030 1038

[ Ewail TS fods

Err 280713 105

| SMSModem |

Warning will be initiated | 1 minute v  before Scheduled Shutdown Event

System

D Log Information Apply m
O

e Wake On Lan

This section is to wake the PC within the network when AC recovery, or, when battery capacity
reaches at configured %. (Make sure the PC has such function supported and configure as
“‘Enabled” under BIOS.) Enter the IP address of that PC and system would search its IP accordingly.

=1. “;’L NetA entA [18:28:13] UPS communication has been lost.

UPS Action | Remote Shutdown | Weekly Schedule | Date Schedule UEIEReREED] (7]

UPS On/Off Schedule Host2 1P: MAC:
| Network ] Hosta 1P: MAC: Test
_ Host? 1P MAC: Test

BACnet =
—
NetFeeler Wake up remote host after power restore

m Wait until battery capactiy reaches to |10 Yo
D Log Information

B Configuration > Network
This page is to set NetAgentA’s Network settings.



e |IPV4

NetAgentA and DNS IP address can be obtain by drop down list with option of Manually, Using
DHCP, or Bootp. If the IP address and DNS has been configured on Netility, then info will
automatically show here

[18:28:13] UPS communication has been lost.

Configuration |P Address
UPS Configuration IP Address 192.168.66.117

UPS On/Off Schedule Subnet Mask 255.255.255.0

Network Gateway 192.168.66.1

Wireless LAN Obtain an IP address Using DHCP v
Primary DNS Server IP 192.168.66.1

M Secondary DNS Server IP
Mokt AR Obtain DNS Server IP [Automaticaily v |
BACnet lanually
Automatically

NetFeeler m

D Log Information
(@] __wenogement __|

e |IPv6

All NetAgentA series supports IPv6. IP address can be obtain from the drop down list with option of
( Automatic ~Stateless DHCPV6 “DHCPV6, Manual )

#Once click on Apply, NetAgentA will reboot

.1 n\ N tA tA [18:28:13] UPS communication has been lost.
1 s NElAgen .

IPv4 QISTM Ethernet | Dynamic DNS | PPPoE (2]

UPS Configuration IP Address
UPS On/Off Schedule IPv6 Prefix 64

Network Gateway

Wireless LAN Obtain an address * Automatic v

Router Discovery Autoresend Stateless DHCPVS

E FrEs

Multicast Address [FF1E::1) : 5000

Web/Telnet/FTP DNS Server IP

Primary DNS Server

| smsmodem || PR
NetFeeler

System

D Log Information

* : System will reboot when these items have been Applied

Ethernet
Connection Type

This section is to set communication speed between NetAgentA and Network.



#Once click on Apply, NetAgentA will reboot

Stop UPS communication when Ethernet disconnected
This section is to set if to stop UPS communication when NetAgentA disconnects with Ethernet

Modbus on TCP Device ID

Enter device ID to read/write data when using Modbus on TCP communication with Megatec
protocol and Modbus Register Table

=1. A N etAge ntA [18:28:13] UPS communication has been Iost:

(B womaion [N ey | ieve [N oynamicons | prroe o
S v

UPS Configuration Connection Type * Auto Sense
UPS On/Off Schedule Stop UPS communcation when Ethernet disconnected No v
1

Modbus on TCP Device ID

_ * : System will reboot when these items have been Applied

=3

Web/Telnet/FTP
BACnet

System

D Log Information

e Dynamic DNS

This is a free service that allows the user to alias a dynamic IP address to a static hostname.
Ensure account/password has been registered from the DNS service provider

Service Provider

Dynamic DNS providers can be select from the list

Domain Name

This is the Domain Name you have created from the above selected DDNS provider

Login Name
This is the Login / Account name that you have created with the selected DDNS provider.

Login Password:
Enter the Password you have assigned to your DDNS Account.

Use external STUN server to get Public IP to register
Choose Yes to ensure that NetAgentA uses the WAN / Public IP to update
the selected DDNS server

36.231.48.6<=>3927225097 .icvd9.net
HetAgent
Your Public IP = 36.231.48.6

“-.
= STUN SERVER
—

DDNS SERVER






If to use iICV99.net as Service Provide which host by Megatec, instruction as below:

1. Ensure NetAgentA is able to connect to Internet. Select icv99.net from the drop down list of the
Service Provider. The Domain Name and Login Name will automatically be fill-in with serial
number of the device. Enter the password of the NetAgentA which is printed on the NetAgentA
label, then click Apply.

(

1.Select icv99.net :: : nene
!

etworl

T
2. Enter password

Web/Telnet/F TP

BACnet
[ SMSModem |

D Log Information

Login Name

Login Password
Use external STUN server to get Public IP to register No v

Primary STUN Server IP 211.2167.53 3. Click Apply

Secondary STUN Server IP

2. If using router, please login to router and direct IP and port number under virtual server for port
forwarding. Kindly refer to router’'s manual

Router Configuration

‘ VIRTUAL SERVER

PORT FORWARDING

s i e e e The Virtual Server option allows you to define a single public port on your router for rediraction
APPLICATION RULES to an internal LAN IP Address and Private LAN port if required. This feature is ussful for hosting
e onling services such as FTP or Web Servers.

QOS ENGINE

NETWORIK FILTER | Save Settings | Don't Save Settings |

ACCESS CONTROL
————————— 24 — VIRTUAL SERVERS LIST

WEBSITE FILTER

E = Port Traffic Type
e Mame - Public Part Protocol ‘Scheduls
FIREWALL SETTINGS [Bvs06 | <<l Application Name ¥ lao | TCP ¥ | Always ¥
e = = = —_— =
HLN IR 1P Address Private Port ~ Inbound Filter

|192.168.66.101 | <+| cComputer Name ¥ 8o _ & | | [Allowal v




3. After 20 minutes, NetAgentA should be login with its DDNS Domain name

&« C @ http://3927389963.icv99.net/ =)

[10:49:51] Connection with time server failed.

System Informa

DT

System Status

Remote Control
SMS Modem Status

System Information

Hardware Version HDA806 UPS Last Self Test -

Firmware Version 3.6.DA806.VTs UPS Next Self Test -

Serial Number 3927492545 UPS Critical Load 80 %
System Name UPS Agent UPS Critical Temperature 700°C
m System Contact Administrator UPS Critical Capacity 10 %
Location My Office

: Log Information
O

System Time 2019/01/16 08:16:14
Uptime 01:13:48

Warning will be initiated 10 mi before Shutd Event

Send Email for Daily Report (No)

L - & | & MegaTec Service

iMage Server Dynamic Domain Name Server (DDNS)
www, ICVEE.nel I e .
WAN : LAN 't pi fabc |CV9‘? net
L ) |\ =
| (=N | .
\ ‘2 R ouier wth
! QL'J view?m r’Illl;}ru: : : ) DDNS
iMage Server | X
K

intemet intemst

-
NetAgent?
Mega Sysfem Technologles, Inc.
FC Tested to Comply c G
(€ with FCC Standards
For Home or Office Use: Made in Taiwan
S/N:Y-3927225097 M.

MAC:00-03-EA-14-B2-E0
ssword:

JTII\IINIIIlIHIIIlIHlIllIIIIIHIIIHIIIIIHIIIIIIIIIIII .

"+0.0vDC S00mA

+... {more, Note': This is a free service. Tt allows you to alids a Dynamic IP ... (more) |

Domain Name 2927225097 l.icves.net

ceeveses | 1 BRI
_ Activate
Lost/Forget DDNS Password

Domain Password

Mote: If you are experiencing probiems when using IE8 on Win7, please make sure to install the latest updates from Microsoft,

Dynamic Domain Name Server (DDNS)
Logout

Stepl : Registration Step2 ; Set Domain Name and Click Done

Product Senial pumber

3927225097

Register IP

127.0.0.1

Default Domain Name

3027225097./CV89.net

Set New Domain Name

bty505 licveg.net

Must be 4 to

New Domain name

Dormain: Passwoaord

Re-entar Password

* Blank = Use existing password

Reguired, if a new domain name is
assigned. Must be 4 to 10 characters
{0-9, a-z, A-Z only).

Enter new password

E-mail address

ttc@gmail.com|  x
Raguired field, Used to retrieve
Lost/Forget password.

Enter email

Done




Click on Done

« PPPoE

Use this option to allow NetAgentA to connect to the Internet directly using your xDSL modem by
PPPoE. Enter the Login name and password to enable the connection. Once set-up, NetAgentA will
connect directly to the Internet , any abnormal connection failure would also cause to re-dial

UPS NetAgent DSL MODEM

8= NetAgentA

IPv4 | IPv6 | Ethernet | Dynamic DNS gl

Configuration
UPS Configuration When Connection should be made [Connect always v | .
UPS On/Off Schedule LogifNarme Enter LOg in Name

Network

Login Password

| wielesstan |
[snmp ]
[ Emal | [ opy | Reset ]
EE

Enter Password

Web/Telnet/FTP
BACnet
NetFeeler

D Log Information




B Configuration > Wireless LAN
This is to configure NetAgentA Wireless network with compatible USB wireless dongle.

Login to the Wireless Router
(1)SSID : Name it (any)
(2)Authorization : Select WPA2-Personal
(3)WPAEnNcryption : AES
(4)WPA-PSKKey : Enter any password (8~63 digits ASCII code)

/SUS RT-AC53

+ gt

yd

il

Epibase

SEFES: SRR HIE PSR+ 3.0.0.4.380 10446 S55ID; ASUS RTACS3 2.4G ASUS _TED 5G

Hla e

—IRSUE

St
."I
A2

o

g T

SHERE

wEREE

FREEEEMNES

SERECHE

> LA

S ERER(LAN)

SHapERs(WAN)

MSUS RT-ACS3 i

ot

G

—E35E

iz

SHEEHER

RER

FEHEEENESL

FERLSSE

&

AR
R

VAN 1P 61.64.210.72

DDNS: netagentS.asusco
mm.com

e aEg
WPA2-Personal 8

F i

2.4GHz 5GHz

B EHE (55D)

ASUS_RTACSI _2.4G

BN

wPAZ-personal

[ PR T

IR

EHFAEEE

WP
192,168.50.1

PIN &
46312037

LANMAC 8t

k3 L

EIFIET SRR FMRRF : 3.0.0.4.380_ 10446 SS5ID: ASUS_RTACS3_2.4G ASUS_TED_5G

—BESRTE | WRS AR MAC HEHHERIEER RADIUS RE BEGTE

R - WPS

Ensure Wireless>WPS>Enable WPS is

“ON”

WRS (Wi-Fi Protected Setup) TTRESIZFENERTE Bl £AHEREAR -

Fﬁfﬁ WRS

ON

BFishas

FEERARAE

BE

=R

e PN S

= EERE

46312037

S EEER(LAN)

SRR WAN)

IPVG

& vPN

T LEER LT E— A EEE—E WS F PR ¢

= i1 BEEE FRDWPS Feeh - (SRS TRE SRS EIRET WPS HRel) - Migie T RFIREREN - Fa WPS iRl
A3 S -

= A2 FHERAFR WS 2 FGEETE B IR PINGE - FER FinPINTER a2 B Fen P INTEICEEE [Rae] - FEETEE
SRHFRAHER F M OREERE S FIEWE ST - SRR PRt 3R WP S Thit - SRS TR e R e s TE AR
EERERAUMERE S (SSI100 LARINEEERE -

Owps ien @ FIFE PIN S

VWP S SEERAE S ¢
fid =




(1)Connect U1 Tamio dongle to NetAgentA card ( if it is model-DA806, use the M2509 cable to
convert),

(2)Press WPS button on Tamio dongle for 2~3 seconds until the yellow LED begins to
flashing.

LAN cable is not
reauired

WPS Button

WPS Setting for the wireless router :

When yellow LED of the NetAgentA is flashing , open up WPS setting page of the wireless
router. With WPS connection mode,

(1)Select "WPS button”

(2)Click on”Start”

/iSUS RT-AC53 i TS WP v

Fot EfE SREHE PEE+F  3.0.0.4.380_10446 SSI0; ASUS_RTAC53_2.4G ASUS_TED_5G
T HARZERE
ERE
—BRE

b, FRWE
EiEs
ZREH

FEHEBEMNEN

HREE
Hithe PIN 55

o mgEyy

(.} mEEsELAN)
D) SHEBEERE(WAN)
IPvG

&, vpN
FIE PN A8




/iSUS RT-ACS3 b S

BRI SRR HER FMERF : 3.0.0.4.380 10446
e SSID: ASUS_RTACS3_2.4G ASUS_RTACS3_5G

—EE  WRS  WDS IR MAC HHERIEER  RADIUS IRE  EESRE

—REE o
AL WWPS Start WPS Connection
i Process
WPS (Mi-Fi Protected Setup) THREEIEEEN T F —E= 2 HEEREN -
ShiEHE
BiR WPS ON

RN
Sk 2 2.4GHz

FEEIBEMESL SEERAREE Start VP S Process

BiE = a"EEE
BRI

HiHhis FIN S 46312037
E 3tk &

7 LSBT E— AR EEE— RS AR :
P BRI (LAN)
o B ERERATELAWRS R - (SIS TREEBREIEN RS 1R90) - S TR FIRE AR+ L WPS R
SAEFRIE(WAN) S &
o ikt RIRREEOR WPS 2N MR PINGS - 7EFIFIR FINGEM D EL A LSRR INISIESE (e - SEE0ME
BRFROER TR RS E £ IEWPSTHE - ENMBSAFIRTEE WRS T SRS Fa iR
S ERREE 2 (551D) MEMERE -

IPv6

® P izm O AER FINGE
WP S SEERAES, ¢
it

Ji=SU= RT-AC53 = EHEE TWHY
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Open up Netility to login to NetAgentA :

(1)Once NetAgentA is connected with wireless router via WPS, Netility should be able to find
this wireless NetAgentA
(2)Login to NetAgentA’s webpage , under Configuration > Wireless Lan webpage, it
shows
the wireless signal
(With distance of 6-10 meters. Router RT-AC53 still shows with full signal)

Netility

Launch
Web User
Interface

Network Search for device’s LAN IP

Settings

Serial Number MAC Address IPv3 Address
3841987380  F0-97-E5-00-13-34 192, 168.50. 109

-

Firrmw are
Upgrade

Hardvrare Version: HDAZOY Select L of 1
Firmwrare Version: 3.6.DAS06
MAC Address: FO-97-E5-00-13-34

il DASOT 8111921686611 x el —

£ C' | [ 192.168.50.109 ]

¥V

B 8- NetAgentA

| UPS Configuration | E

SSID MAC Address Network Secrity Auth{Enc) Sigr

:
Wireless LAN » ASUS_RTACS3_2.4G 2c:fd:at:00:92:28 Secure Metwork WPA2-PSK(AES) “

-

% » Mi_Daniel 28:6c:07:5M:32:63 Secure Metwork WPA-PSKAWPAZ-PSK{AES) ‘4
» CableWiFi2.4G 08:02:8e:fe:dc:be Secure Metwork WPA2-PSK(AES) “

Web/Telnet/FTP ”
» Riaomi_0679 28:6c:07:64:06:7a Secure Metwork WPAPSKAVPAZ PSK(AES) d
ek ndom » Megatec_Mi T0:04:29:5h:18:12 Secure Network WPA PSKAVPA2 PSK(RES)
NetFeeler
» EclipseTaipei AP02 10:6F:30f8:0 360 Secure Network WPA-PSK{AES)

D Log Information » Megatec_SMC 00:13:f7:a%:44:52 Secure Network WPA-PSKAVPAZ PSK(AES) “
-
2

When NetAgentA connects with wireless router, it shows WPRZPSKIAES)
Py

» DASAN GONT 00:d0:ch:ef:06:22 Secure Network WPA2-PSKIAES)




B Configuration > SNMP

This page is to configure NetAgentA SNMP settings to be used by NMS ( Network Management
System). (e.g: SNMPView, it is available on the NetAgentA Utility CD.)

SNMP
Manager

Get the value of a MIB object -
| Tl
|

=~
i ’L-—'
Response :

=

p— GetMNext

Response =

Trap e

NetAgent 003

NetAgent 001 MNetAgent 002

MIB

UPS 001 ¥ o UPS 003



e General

MIB System

System Name
This section is to give a name to the NetAgentA.

System Contact
This section is to give a name to the administrator.

System Location
This section is to set NetAgentA location.

SNMP UDP Port

NetAgentA SNMP Port

The port that NetAgnetA receive and send SNMP command. (Default is 161)

Trap Receive Port :

The port to receive trap. (Default is 162)

SNMPv3 Engine ID

SNMPv3 Engine ID Format Type :

When using SNMPv3, NetAgentA requires to have its Engine ID for identification to generates
authentication and encryption key . Format type can be select from the drop down list with option of

MAC Address / IPv4 / IPv6 / Manual
#Once click on Apply, NetAgentA will reboot

SNMPv3 Engine ID Text :
SNMPv3 Engine ID content

S o5 NetAgentA

m [cLEICIM Access Control | Trap Noftification | Device Connected

UPS Configuration System Name UPS Agent
UPS On/Off Schedule System Contact Administrator

System Location My Office

|m

SNMP UDP Port
NetAgent SNMP Port 161

[Emal | =

WebiTelnet/FTP SNMPv3 Engine ID

BACnet SNMPv3 Engine ID Format Type * MAC Address
M SNMPv3 Engine 1D Text 80003461030003ea146ac1
* : System will reboot when these items have been Applied.

System

- IR ooy [ o

|




e Access Control

Manager IP Address -
This is to set the IP address that the administrator can manage NetAgentA from. It is valid for up to

*

8 IP addresses. To manage NetAgentA from any IP address, enter *.*.*.* into Manager IP address.

Version:

This is to select between SNMPv1& SNMPv2 or When select All and V3, user name, password,
authentication and privacy are required

Community :
This section is to set a Community name for NMS. The community name has to be as the same as
the setting in NMS. (Default is public)

Permission :

This is to set authorities of administrators. Options are Read, Read/Write, and No Access.
Description :

This is to make note for administrator’s reference

g &5 NetAgentA

e
Manager IP Address Version Community Permission Description

192.168.66.2 Vig&vaC v public Read/Write v
v3 v Y public Read/Write v

_ Auth. Protocol | MD$6 v Privacy Protocol DES v
WebiTelnet/FTP
BACet — | At least 8 characters e

System

D Log Information
nA All v » public No Access v
@ e

All v» public Mo Access, ¥

Auth, Password | +eeeeeer Privacy Password |++ss+=q

Al v » public No Access ¥

|****means any IP |

e Trap Notification

Trap Notification

Destination IP Address :

To set receivers IP address for receiving traps sent by NetAgentA. It is valid for up to 8 IP
Addresses.

Accept :

Select the trap type of its SNMP version or Inform from drop down list. When SNMPv3 trap or
SNMPV3 Inform is selected, username/password and authentication information are required.

Community :
Trap receiver and NetAgentA must be same community. (Default is public)

Trap Type :
Select from PPC MIB or RFC1628 MIB (Default is PPC)




#*MIB file is available in the CD provided with NetAgentA

Severity :
This section is to set Trap level for each receiver. There are three levels as below

O Information: To receive all traps.
O Warning: To receive only “warning” and “severe” traps.

O Severe: To receive only “severe” traps.
( Please refer to NMS manual for Trap levels.)

Description -
This is to make note for administrator’s reference
Events :

This is to select events for NetAgentA to send traps. Click on Select to show the full Events
List. Click on Test to send test trap to ensure all setting is correct

Send Power Restore and Adaptor Restore Traps for X time(s) in X second(s) Interval.

This is to set number of trap to send in preset second when power restore on NetAgentA. This is to
check if the communication between trap receiver and NetAgentA remains well or not after power
recovers

SNMP Inform Request

This is to set the number of times that the NetAgentA can request a response from the sending
Inform host with a preset value. (Default is 3 times and an interval of 5 seconds)

g o5 NetAgentA

m General | Access Control [IELWIMHGENGLNE Device Connected (2]
v

Configuration 192.168.2.53 SNMPV3 Inform v |3 [public PPC information v [ seiect | Test | =
UPS Configuration
No pubiic PG v| [infomaton v [“sciect | et
UPS On/Off Schedule
Network No v public PPC v Information v Test
o v [pubie PPC v [inormaton v [ Select | Test |
No v public PPC v/ [information ¥ [ seiect | Test
Web/Telnet/FTP No v public PPC v Information v m Test
BACnet
192.168.2.43 [SNMPY3 Inform v ]3>  [public PPC v| |information v m
NetFeeler
Send Power Restore and Adapter Restore [raps for 0 time(s) in |0 second(s) interval.
D Log Information
Number of Retries
Timeout (sec)

User Name abc
Auth. Protocol | MD5 v Auth. Password |=seeeee+

Privacy Protocol DES v Privacy Password | ssssssee

Manager Engine ID



e Device Connected

This section is to set the usage power and connection status of other devices which connects to the

same UPS as NetAgentA uses.

g &5 NetAgentA

B comen |
Configuration
o matng (4 comocted

0 NO v

F O T
z

Web/Telnet/F TP m

System

D Log Information

B Configuration > Email

To send email notification when event occurs or data log. Encryption supports are
SSL/TLS/STARTTLS
e Email Setting

Email Server:

Enter the address of email server
Email Port:

Email Port that use for sending email
Enable SSL on Email Transmission:
Select SSL type for email transmission

Sender’s Email Address

To enter the email address that for sending email
Email Server Requires Authentication -

If such email server requires authentication or not
Account name :

If authentication is required, enter its account name
Password :

If authentication is required, enter its password
Sending Test Mail -

Enter email address to check all configuration is correct or not to receiving mail




[08:19:06] Mail has been sent

[SNEURE GG Email for Event Log | Email for Daily Report

oo |
PS Configuration Email Server smtp.gmall.com
PS On/Off Schedule Email Port 465

Enable SSL on Email Transmission SSLTLS v
Sender's Email Address tte@gmail.com
Email Server Requires Authentication YES v
Account Name ttc

Password s

leb/TelnetiFTP

o | e ]

J Log Information
I

. 4 @ renm VoW
|Test Email Received
a (1] [ ] .- % - g

UPS Agent(192.168.66.106): This is a test email BRI &

ttc@gmail.com <ttc@gmail.com> -

=i 4 -

If you received this test mail,it means that your mail settings are correct.

e Email for Event Log (To received email notification

To set email addresses to receive warning email sent by NetAgentA when selected event occurs. It
is valid for up to 8 Email addresses.

=-=:ﬁ NetAgentA

m Email Setting EINEURGCISSATHISRIN Email for Daily Report o
Configuration

UPS Configuration Send Email When Event Occurs | YES ¥
UPS On/Off Schedule Asdouinti e@gmall.com
Account2 m
Account3 m
Accountd m
E pe
Web/Telnet/FTP
Account? Select
BACnet

ST [ Aopiy | et |
pply
D Log Information




e Email for Daily Report (To receive daily report)

This section is to set email addresses to receive NetAgentA’s Daily Report at pre-set time. It is valid
for up to 4 email addresses. Daily report will be the content of event and data log.

g o5 NetAgentA

! m Email Setting | Email for Event Log ESUENRGIGeEITE Ll (7]

UPS Configuration Accountt
UPS On/Off Schedule Account2

[ Network |
Wireless LAN

ccccc

NO v |at|12:00

Web/Telnet/FTP
BACnet
NetFeeler

D Log Information

B Configuration > SMS

When UPS events occurs, it allows Short Message Signals (“SMS”) to be sent and received using a
GSM/GPRS/CDMA Modem. Operation information are as below for single and three ports of
NetAgentA.

! Local Modem

UPS NetAgent SMS MODEM

4 : -
- Remote Service
UuPs NetAgent HUB SMS SERVER SMS MODEM

e SMS Setting

Send SMS When Event Occurs:
O Disable : No SMS Service

O Use Local Modem : When GSM modem is connected to NetAgentA directly

(Refer to SMS Modem section for its installation)
O Use Remote Service : When GSM modem connects to PC with SMS Server




software installed
(Refer to SMS Server section for SMS Server Software installation)

SMS Server :

If select to use Remote Service to send SMS, then enter the IP address of the SMS Server.
(The PC that installed SMS Server Software)

SMS Port -

If select to use Remote Service to send SMS, enter the port number that SMS Server uses for

sending SMS. (Port 80 is default)

Account Name :

If select to use Remote Service to send SMS, enter SMS Server’s account name if required
Password -

If select to use Remote Service to send SMS, enter SMS Server’s password if required
Sending test SMS -

When modem and configuration are ready, enter a mobile number to receive testing SMS

8 o5 NetAgentA

m ‘ EIEETSIIEN Mobile for Event Log 2]

Configuration
UPS Configuration Send SMS When Event Oceurs Use Local Modem v
UPS On/Off Schedule SMS Server

[ Nework [ %

[ wiciessLav | [ -

Password

Web/Telnet/FTP
BACet

NetFeeler

D Log Information
CE——




e Mobile for Event Log

To set the recipient’s mobile number for SMS notification when event or NetFeeler event occurs. A
total of 8 mobile numbers can be assign.

8 o5 NetAgentA

BT Mobile for Event Log 9

Configuration
UPS Configuration Cellular Phone number1 0982875432 [ seiect |
UPS On/Off Schedule Cellular Phone number2 m
| Newok | E— Soot
Wireless LAN Cellular Phone number4
Cellular Phone number7 Select
Webi/Telnet/FTP
Cellular Phone number8 Select
BACnet
| NetFecler | EDEE
System
D Log Information
@ oo
Select Event n
NetFeeler I
[~ UPS Eve
YES NO

Schedule Shutdown Event
UPS Failure

UPS entering Test mode
UPS entering Sleeping mode
UPS entering Boost mode
UPS Load Overrun

UPS Communication Lost
Turn Off UPS

AC Power Failed

UPS Battery Low

UPS Temperature Gverrun
UPS Capacity Underrun

UPS entering Bypass mode

B Configuration > Web/Telnet/FTP

To set permission for each user account for Web, Telnet and FTP access with up to 8 users. Also to
enable/disable specific port for HTTP/HTTPS, Telnet/ SSH and FTP

e HTTP/HTTPS

Enter specific port number to access or disable for HTTP, HTTP proxy, HTTPS
HTTP/HTTPS Account
User Name

To set password for NetAgentA Web access.

Password :
To set password for NetAgentA Web access.

Permission :
To set No Access / Read/ Read&Write)



#* Permission Rule : At least one user account must be Read/Write
#* Permission Rule : User name with Read and Write cannot be blank

#* **** means any IP address
Auto Logoff after Idle forT____1 minute (s). ( 0 is disabled)
NetAgentA webpage will be logoff automatically if it idles for the preset value.

g 3% NetAgentA

Information CRCCA Rl TELNETISSH | FTP/FTP-SSL | SSLInformation | RADIUS Server Settings

Configuration

UPS Configuration
UPS OniOff Schedule

444
HTTPHTTPS Account

Webl Telnet/F TP User Name Password Pemission IP Filter
BACnet

NetFeeler

Log Information

Auto LogOr arter idle for minute(s} (0: Disable )

oo

ECN—
L
TR
N
S

Telnet/SSH
Enter specific port number to access or disable for Telnet/SSH
Telnet/SSH Account

Same as HTTP account/password settings
This is to duplicate the same settings from HTTP

Password :
To set password for NetAgentA Telnet access.

Permission :
To set No Access / Read/ Read&Write)
# Permission Rule : At least one user account must be Read/Write
# Permission Rule : User name with Read and Write cannot be blank
IP Filter -
Only specific IP address could login to NetAgentA
# **** means any IP address



=‘. ‘:i N etA e ntA [15:56:42] UP'S Load Overrun (80%)
- NetAg

m‘ HTIPHTTPS [INNGEETE FTP/FTP-SSL | SSL Information | RADIUS Server Settings Q

Configuration

Management Protocol

UPS Configuration Enable TELNET Function ¥
UPS On/Off Schedule TELNET port

Enable SSH Function

SSH part*

TELNET/SSH Account

¥ Same as HTTP accountipassword settings

Webi Telnet/F TP User Name Passwor d Permission IP Filtsr

NetFeeler

Log Informatio

Management

o |
R

oo [ e

FTP/FTP-SSL
To select the access between FTP and FTP-SSL with specific port number or to disabled it
FTP/FTP-SSL Account

Same as HTTP account/password settings
This is to duplicate the same settings from HTTP

User Name
To set password for NetAgentA FTP access.

Password :
To set password for NetAgentA FTP access.

Permission :
To set No Access / Read/ Read&Write)
# Permission Rule : At least one user account must be Read/Write
# Permission Rule : User name with Read and Write cannot be blank
IP Filter -
Only specific IP address could login to NetAgentA
# **** means any IP address

[15:56:42] UPS Load Overrun (80%)
. NetAgentA
El ‘
‘ HTTPHTTPS ‘ TELNET/SSH [RSETREEEE SSL Information | RADIUS Server Settings | @

Configursiion Management Protocol

UPS Configuration FTP Server Protocol

UPS OniOff Schedule | Enable Anonymous Access v
| implicit FTP-S5L

Server Port 21

FTP/FTP-SSL Account

@ same as HTTP accountpassword settings

Web/Telnet/F TP User Name Password Permission

SMS Modem

NetFeeler

Log Information




e SSL Information

NetAgentA supports HTTPS protocol and varies SSL encryptions version for network connection.
User may upload its Public Key and Certification for authentication

HTTPS Protocols

Select the encryption version

O SSL v2

O SSL v3

0O SSL v1.0

O SSL v1.1

0O SSL v1.2

# Once click on Apply, NetAgentA will reboot

SSL Information

This is to upload the SSL certificate. When both public key and certificate are uploaded to
NetAgentA web server, the communication will be encrypted by SSL

(To communicate via Https, make sure to enable Https port 443.)To create its own public key and
certification, please refer to OpenSSL software in the CD

[15:56:42] UP'S Load Overrun (80%)

HTTPHTTPS | TELNETISSH | FTPFTP-ssL [CEIRGETAT Il RADIUS Server Settings 2]

Configuration HTTPS Protocol
UPS Configuration SSLv2

I | | - o
@ o
# TLSvi2

E
(o | e
O

Webi/Telnet/F TP

$5L Information
m SSL Public Key le choser Upload and Replace
[ neresler |,
st Cersteate Ghoose g | No i chosen
Valid From
‘Valld until 01
(I8 womisen | https://192.168.66.133 0 =] +» i8] UPS Agersy Office) | o mmsme mmesin x|l Box o

IEAIAR 22 2 R E A B -

UEABBA T Ay 22 2 44
Jlir )t S e

B EERRR R R BT ET -
TRELMARTRA AT A SR T AY -

s

ZE]
HPEEAHRALAE - METEEEH S A -
U ZEEmEAIAEE -

W sy sI@t (R -

® EfhEA

R BB AR T A A TR EE ESREL - ARHECERIZARBOETER

When connect via HTTPS with its own generated
public key and certification, browser may show
error, please ignore and continue.




e RADIUS Server Setting

If RADIUS server authentication is required for the network, NetAgentA could be added by entering
following parameter.

RADIUS SERVER

gent

USER [ e
] Access Request

&

Access Request

ACCE?&“CCEPI X Access Accept

. OR
Access Reject Access Reject

Enable RADIUS in Web/Telnet Login:

To select if to enable RADIUS

RADIUS Server Address :

To enter the IP address of the RADIUS Server
Authentication Port :

RADIUS port number (Default is 812)

Shared Key :

Enter the Shared Key between RADIUS Server and client
Connection Timeout -

Set the number of seconds to suspend the login time after the RADIUS server is rejected
Connection Retry -

Sets the number of connections to the RADIUS server again

|- nformation
Configuration

UPS Configuration
UPS On/Off Schedule

Wireless LAN

Web/Telnet/F TP

[ ooy ] eset |

SMS Modem

Log Information

0 Management



B Configuration > BACnet

NetAgentA supports BACnet/IP (Building Automation and Control/Internet Protocol)

e BACnhet
BACNet Device

Configure the device ID and access port number for the NetAgentA when using BACnet for
communication

Notification
Enter the IP address of the PC that to be notify by BACnet software when event occurs

UPS Configuration

UPS On/Off Schedule

Port (0-85535)




B Configuration > SMS Modem

When compatible GPRS modem connects with NetAgentA , it is able to send SMS notification when
event occurs

O Modem Setup Procedure

2. Place the SIM card on the holder and
insert into GSM Modem

3. Attach antenna to the modem |

1. Press the button to eject
the SIM card holder

Modem Led

Modem Led Status

1. If flash every 0.8 seconds :
EModem initializing, please wait
mIf no respond
(1) Check if PIN is correctly entered, or if PIN is required

Ty o~



¢ SNMS Modem Setting

Modem Communication Port -

Select “ ttyUSBO” for USB modem connects with NetAgentA directly ;
SMS Communication :

Select between GPRS or CDMA

SIM Card PIN

If PIN is required for the SIM card, please enter
Confirm SIM PIN :

Retype SIM card PIN

When all done, click on Apply. Modem Information and Status can be check from Information> SMS
Modem Status

# Once click on Apply ,NetAgentA will reboot

.1 “. [11:47-39] NetFeeler Communication Lost
B 5 NetAgentA

Q SMS Modem Settings ECLHIEIESELE 0

m Configuration f \
UPS Configuration Modem Communication Port tyUSBO ¥
UPS OnVOIT Schadule SMS Communica tion GPRS v

SIM Card PIN

Confirm SIM Card PIN

BACnet
SMS Modem
NetFeeler
System

Log Information

Management

Send Message

Cellular Phone number -

Enter mobile number
SMS Content(Max.70 Characters) :

Enter the SMS content text and select coding. Unicode or Character




.‘ A [11:47:39] NetFeeler Communication Lost
B 5. NetAgentA

Qm UL L LLE R G L G R Send Message 0
m Configuration ( \
UPS Configuration Cellular Phone number 0974563988

UPS On/Off Schedule SMS content (Max. 70 characters) Test SMY

Wireless LAN ‘
Web/ Telnet/F TP

BACnet
SMS Modem :

: Log Information

D e |

B Configuration > NetFeeler

NetFeeler is the external optional environmental sensor. It is to detects temperature, humidity and
water. NetFeeler has RF receiver built-in to work with extension sensors such as smoke, security
sensor.

e NetFeeler

NetFeeler
Humidity/Temperature Critical value

To set the lowest and highest critical values for temperature and humidity. NetFeeler will send a
warning message when it detects temperature or humidity values below and above these settings.

Security Label

NetFeeler may connect up to 7 security sensors that communicate via RF. This section is to set the
location or name of each sensor.

.1 A [11:47:39] NetFeeler Communication Lost
W N NetAgentA

m Configuration NetF“hr

Crmca\ UnderRun Critical OverRun
m Temperature (°C) 50 700
.
e Py Sy S
Label 2 Security2 Status

Label 3 Security3 Status

ey insRIE Label 4 Security4 Status

BACHSL Label § Security Status

Label 6 Security6 Status
NetEoaker. Label 7 Security7 Status
System
I Log Information
Apply | Reset

o
|

B Configuration > System

This page is to set NetAgentA’s system time, language and configuration.



e Date/Time
NetAgentA to synchronize with external or internal Time Server for correct date and time.

System Time
System Time(yyyy/mm/dd hh:mmm:ss) -

To display the current system time/date of NetAgentA. Or click on Adjust Now to adjust to the
correct time/date automatically

Time Between Automatic Updates

To set an interval for time synchronization.
Time Server -

Time server can be select from the drop down list , or add other time server manually.
Time Zone(Relative to GMT) -

To select its GMT time zone

Using Daylight Saving Time -
Select whether to use the daylight saving time system to adjust the clock for 1 hour in advanced

Restart

Auto Restart System for Every (0 is disabled):
NetAgentA to restart automatically at preset hour or minute
Manual Restart System After 30 seconds -

Once click on Apply, NetAgentA would restart after 30 seconds

=1. A N t ﬂ g en q [11:47:39] NetFeeler Communication Lost
Qm Date/Time [EELGIELE] ‘ SavelRestore o

UPS Configuration System Time (yyyy/mm/dd hh mm'ss) 2019/01/16 12.18:56

UPS On/Off Schedule Time Between Automatic Updates 1H
Wireless LAN Time Zone (Relative to GMT) GMT+8.00 v
e ooy | ot |
WP T? ot
BACnet |
EH Auto Restart System for Every (0: Disable) 0 Minute(s) ¥ @
|
EEZTE " | vt system A 30 seconds Aol

System

: Log Information
@ e

e Language

This page is to set the language interface for NetAgentA.

Interface Language

To set the language of NetAgentA web pages. When first start login to the webpage of NetAgentA,

NetAgentA will auto detects the OS language of the PC and shows the same language on its web
pages. Users may choose the language per preference

Note: Users will have to enable cookies before they use this function.

Email Preference
Select language preference when receive emails and SMS.
Languages supported by NetAgentA



® English

® Deutsch
® Portugués
® Espariol
® Francgais
@ |taliano

® Tirkce

o EiehXX
o e
® 3=

® AXEE
® Pycckun
@ lng

® Polska



? 3% NetAgentA

Q G Ll Language Save!Restnre‘ 0
m Configuration

UPS Configuration
UPS On/Off Schedule

[11:47:39] NetFeeler Communication Lost

Interface Language

* English

ki Loe
Ttk
Portugués iy
Espaiiol BAE

Frangais

Deutsch

Wireless LAN
Pycckui
Italiano L)
Tirkge Polska
Webi/Telnet/F TP (Note

Sefting preferences will not work if you have disabled cookies in your browser )

Email Preferences

SMS Modem

Use below interface language in Email and SMS notification English v

NetFeeler
System

I Log Information
D e

e Save/Restore

Save Current Configuration
Click on Save to save the configuration to your PC. The text file will have a default format of
YYYY_MMDD_####.cfg. Administrator permission required.

Restore previous configuration

Use this function to restore a *.cfg configuration that has been saved earlier.
location of the file and click Restore.

Reset to factory default
This function will reset all settings to its default value.

Click Browse... to the

m ¥
HE -

B o |

Configuration
UPS Configuration
UPS On/Off Schedule

[11:47:39] NetFeeler Communication Lost

Save current configuration
Restore previous configuration Choose File | No fila chosen
Reset to factory default m

Wireless LAN

Web/Telnet/F TP

System

D Log Information
@ e |

B Log Information > Event Log

e EventlLog
Event List

It shows record of all events, giving the Date/Time of the event with detailed description of each.
Event can be check on specific date from the calendar



[11:47:39] NetFeeler Communication Lost

o e g o |
Configuration

All Events Refresh Today

Sun. Mon. Tue. Wed. Thu. Fri. Sat. .

Baltery Test Log
1 o 2 o 3 o Events List SRR ETES

@ Management

[23:12:10): Server address can not be resolved.

[ 20:08:27]: Connection with time server failed.

410 50 60 70 80 90 100 [ 17:11:41]): Connection with time server failed.

[ 11:09:26]; Connection with time server failed.
[09:31:35]: UPS communication has been lost.

10 120 130 140 150 16@ 17Q | L0283 UPS communication has been sstablished
[ 09:08:50]: Connection with time server failed.

[ 08:08:26]: UPS communication has been lost.

180 190 200 210 220 230 24@

(20501 o
[<FN ] 1
250 260 27@ 28@ 290 300
(<] [¢] 000 000 00
i | 210 [<FN ] Q4

Event census

Here is to present the event statistically on the selected date

[11:47:39] NetFeeler Communication Lost

R
o NIRRT -~ | - )

Event Log
Sun. Mon. Tue. Wed. Thu. Fri. Sat.
Data L
10 20 30
Battery Test Log
UPS communication has been

410 50 60 70 80 90 100 UPS self-test start: 8.33% i Coeeniinicalion bas een
hternal self-test complete.: .
Connection with time server

(270 YRS Events census

8.33%
Server address can not be =

10 120 130 14@ 150 16@ 170 e Faiec 41.67%

@ UPS communication has been lost. 2

180 1 90 20° 21 o 220 230 24° @ Connection with time server failed 5

ﬁ ? B Server address can not be resolved. 2

250 260 270 28@ 200 300 UPS Internal self-test complete. 1

o [c) 000 200 00 UPS self-test start 1
1 1 QLD -FY Q1

B Log Information > SMS Log
e SMS Log

It shows SMS record of all mobile number, giving the Date/Time of the SMS sent and a detailed
description of each. When reach to the limit, it rewrites on the previous logs.

SMS log can be save as csv file .



[11:47:39] NetFeeler Communication Lost
B 5. NetAgentA

- ome  § g o |
N

SMS Log

@ o

Mobie Numbe SMS Content

Date of SMS [NONE * Glear

B Log Information > Data Log
e Data Chart

It records UPS Input Voltage/Output Voltage/ Frequency/ Loading/Capacity/ Temperature..etc in
chart format. Logs can be saved in CSV format by clicking on “Save”. The bar on top can be
adjusted to check the log status at specific time of the day.

[11:47:39] NetFeeler Communication Lost

SR

ST, ‘ [0} -as.8 - 108
og
d 10 4 0.5 215 - 215 H—————& L .- - *— |- 135
Data Log 35.6 106

[ateryrestion [N ol oo oo o feab R s
Ol | e » SN
208.4 2 5 b 10

6 59. 205 205 Y L L - 35.0 125 100
348 o8
4 s9.0 | 200 | 200 120
346 96
344 9
2 s85 | 195 | 195 115
4.2 92
o 58.0 190 190 L] L ®%330 Y110 S0
09:16:30 09:16:35 09:16:40 09:16:45 09:16:50 09:16:55 09:17:05 09:17:10 09:17:15
®— Input Volt.(V) 208.4 Output Volt.(v) 208.4 Freq.(Hz) 50.9 —¥— Temperature(C °F) 35
—®— Battery Volt.(V) 129 —®— Capacity(%) 100 —8— Load(%) 10

Date of Datalog: 2018/11/23

e Datalog

It records UPS Input Voltage/Output Voltage/ Frequency/ Loading/Capacity/ Temperature..etc in
detailed list. When NetFeeler is connected, status will be available too.



[11:47:39] NetFeeler Communication Lost

Data C Data Log

Configuration Date/Time Input Volt.(V) Output Volt.(V) Freg. (Hz) 'Udd[ %) Capacity(%) Baltery Volt.(V) Cell Volt.(v) Temp.{°C °F)

1 2018-11-28 11:07:52 108.6 109.6 60.0 1 100 41.0 228 22.071.6
D 2 2018-11-28 11:07:47 1083 109.5 60.0 2 100 410 228 22.071.6
3 2018-11-28 11:07:42 1086 110.1 60.0 1 100 410 228 220716
4 2018-11-26 11:.07:38 108.3 109.6 60.0 1 100 41.0 228 22.0/71.6
5 2018-11-28 11:07:33 108.5 109.5 60.0 1 100 41.0 228 220716
Data Log 6 2018-11-28 11:07:28 108.5 109.5 60.0 1 100 41.0 2.28 1.6
7 2018-11-28 11.07:28 10856 109.8 60.0 1 100 410 228 16
B 2018-11-28 11:07:18 1086 1006 60.0 0 100 410 228 18
@ 9 2018-11-28 11:07:13 108.5 109.6 60.0 1 100 41.0 2.28 1.6
10 2018-11-28 11:07:09 108.3 109.9 60.0 1 100 41.0 228 1.6
11 2018-11-26 11:07:04 108.6 109.9 60.0 0 100 409 227 1.6
12__2018-11-28 11:06:69 1084 109.7 60.0 1 100 41.0 228 16
13 2018-11-28 11:06:54 108.4 109.5 60.0 1 100 410 228 1.6
14__2018-11-28 11:06:49 108.6 109.7 60.0 1 100 41.0 228 .6
15 2018-11-26 11:06:45 108.4 109.7 60.0 Z 100 410 228 6
16 2018-11-28 11:06:40 108.4 109.7 60.0 2 100 410 228 16
17 2018-11-28 11:06:35 1085 109.6 60.0 2 100 410 228 16
18 2018-11-28 11:06:30 108.2 109.7 60.0 0 100 41.0 228 1.6
19 2018-11-26 11:06:25 108.6 109.8 60.0 1 100 41.0 2.28 6
20 2018-11-28 11.06:20 108.5 109.7 60.0 0 100 41.0 2.28 1.6

21 2018-11-28 11:06:16 108.5 109.8 60.0 1 100 410 228 s

Date of Datalog: 2018/11/28 B » 1

B Log Information > Battery Test Log

e Battery Test Log

To record the UPS Self-Test and it shows in graphic. UPS Self-Test option is available under
System Information > Remote Control.

N etA e ntA [11:47:39] NetFeeler Communication Lost
= g

| comaon i e

Configuration Battery Testing
D Log Information Log ID Start Time End Time Duration The number of logs
Event Log ~ 1543383800 2018/11/28 05:43:20 2018/11/28 05:53:07 00:09:47 123
SMS Log ‘
Testing start:2018/11/28 05:43:20 {8) Estimate #, Save
Data Log Testing end:2018/11/28 05:53:07

Battery Test Log

Management

B Management > Netility Web

Testing duration:00:09:47 3 80 23
Number of log:123 —8 Q All According to these battery
2 75 - g 22 testing logs, we have the
l - - — P - following estimation. If the
1 70 e 21 loading stays on the current
| level(B0%), when battery is fully
0 65 20 charged, the UPS could supply
05:44:30 power about 00:00:05. If the

battery is in current condition,
73% charged, the UPS could
@ Battery capacity(%) supply about 00:00:03
Load (%)

Temperature(°C)

This to display all the NetAgentA within network with its serial number; Mac Address;
Hardware/Firmware version and its IP address. Double click on the highlighted unit to open the



webpage of such device.

If the NetAgentA is access by WAN IP , Netility Web would also be able to list out all the other
available NetAgentA under same LAN as the NetAgentA that has WAN IP. (HTTP port 81 must be
enabled on the NetAgentA with WAN IP and domain to be as http://xxx.xxx.xx:81 ( xxx.xx is the
WAN IP or domain name)

=1. A; N etAg e n tA [00:00:50] U.PS comm.unication hasrl?een lost.

5 o Tmmm e
E Configuration MAC Address IP Address i

I Log Information » 2432786082 D4:6A:91:01:5E:A2 WB-700-IPV-12 WB10.6¢14 192.168.0.187
» 3925868545 00:03:EA:00:00:01 EZOL EZsS.8410 192.168.0.244

Netility Web

» » 3925868546
File Manager
Serial Port Debug » 3925868547 00:03:EA:00:00:03 EZOL EZS.8410 192.168.0.121

» 3925868675 00:03:EA:00:00:83 EzZOM EZT.8824 192.168.0.212

Firmware

Hardware

Device

00:03:EA:00:00:02 EZOL EZS.8¢20 192.168.0.237

» 3925868676 00:03:EA:00:00:84 EZOM EZT.8b06 192.168.0.220
» 3925868682 00:03:EA:00:00:8A EZPW EPS.7b17 192.168.0.106
» 3925868716 00:03:EA:00:00:AC EZPW EPS$.8b06 192.168.0.253
» 3925980505 00:03:EA:01:B5:59 HDT520 2.48.DT520.EAST 192.168.0.132
» 3925998885 00:03:EA:01:FD:25 HDP520 2.48.DP520.EAST 192.168.0.199
» 3926094354 00:03:EA:03:72:12 HBT506 2.48.BT506.EAST 192:168.0.117

B Management > File Manager

This is manage log file generates by NetAgentA. Specific log.dat can be download, delete. Once dat.
file is deleted, the log record will also be erased on the Log display under Log Information

.‘ m [09:03:51] Connection with time server failed
B s NetAgentA _

* i log 10R0&
D Log Information b batterylog
Current Location:/mnt/log/datalog/datalog 26196111, dat (]

i datalog
Netility Web 1 G eventlog
i | eventlog 200001.dat LS S

File Manager eventlog 201901.dat B datalog_20100111.dat 6220808 2019/01/11 02:01:16

. smslog
Serial Port Debug = 2019/01/11 01:36:21

total 1 files,e directories.

B Management > Serial Port Debug
It shows the communication status between NetAgentA and UPS by Sent and Received columns.



e Debug Information

Command can send automatically by NetAgentA, or manually enter the command to UPS.
Sent Information

This column shows the real time sent command

Received Information

This display the response that NetAgentA receives from UPS

.|1. ““ 3 N e tA e n tA [11:47:39] NetFeeler Communication Lost
- g |

Debug Information RgidlituEilh] | 2
ﬁ Configuration
® AscCll Hexadecimal

Log Information

Management
(@ vonagemene |
2075101776 151141 Qv 7
Serial Port Debug 2019/01/16 15:11:39 Fu
_ 2019/01/16 15:11:37 I
2019/01/16 15:11:35 Q1\r
2019/01/16 15:11:35 F\r
2019/01/16 15:11:35 I
2019/01/16 15:11:35 Q1\vr
2019/01/16 15:11:35 F\r
2019/01/16 15:11:35 I\r
2019/01/16 15:11:35 Q1\r

2018/01/16 15:11:35 F\r -
Received Information

2019/01/16 15:11:51 (208.4 140.0 208.4 080 59.9 2.11 35.0 00000000\
2019/01/16 15:11:51 \r\n50.0 110 12.50 55.6\r

2018/01/16 15:11:51 \r\n08.4 140.0 208.4 080 59.9 2.11 35.0 00000000
2019/01/16 15:11:49 #150.0 110 12.50 55.6\r

20198/01/16 15:11:49 \r\negaTec M1000K V001203.12\r

2019/01/16 15:11:47 #MegaTec M1000K V001203.12\r

2019/01/16 15:11:47 \\n08 4 140.0 208.4 080 59.9 2.11 35.0 00000000

e Port Information

This is to configure the communication parameter between NetAgentA and UPS. Parameters are
Debug Mode; Port; Speed (Baud), Data Bits;Parity and Stop Bits.
Two encoding formats: ASCII or Hexadecimal.

\
.1 ‘i_\ [11:47:39] NetFeeler Communication Lost
1 B NELAgEN |

Qm DELITGELIGLUETGLE Port Information o
~

D Log Information Debug Mode Auto v

PS
== Speed(baud) 2400 v
Netility Web
Data Bits 8 v
File Manager

Parl None
Serial Port Debug artty one ¥

Stop Bits 1Bit v

B Management > Help
This is to help to illustrate each feature/option that NetAgentA offers

. System Information

System Status 5

This section is to show NetAgent system information. Values in Hardware Version/Firmware Version/Serial Number/System Time, are provided by
NetAgent itself. Other values are user seftings from the Configuration pages




B Management > About
e About
It shows NetAgentA’s hardware/firmware and serial number.

8 o5 NetAgentA

[11:47:39] NetFeeler Communication Lost

D Log Information

Netility Web
File Manager

Firmware Version 3.6.CA506

Hardware Version HCAS506

Serial Number 3927206593

Serial Port Debug

e Firmware Update Settings

Default FTP server is set as ftp.icv99.com with its username/password. Click on Update Now,
NetAgentA will connects to the FTP server and upgrade to the latest firmware version accordingly.

Or, it could upgrade per preset time.

g 8.5 NetAgentA

Mega System Technologies, Inc.
Tel:+886-2-87922060 Fax:+886-2-87922066
E-mail:netageni@megatec.com.tw
hitp:/fAwww.megatec.com.tw

[11:47:39] NetFeeler Communication Lost

O

O

User
Password  esssseess
Netility Web
File Manager
Serial Port Debug

FTP Server ftp.icv99.com

netagentA

Auto Update Every NO v At (Hour : Minute)

Update Now >> Apply
APP'Y
Firmware Update

To enable NetAgentA’s FTP firmware upgrade, please
download the appropriate firmware version from the
website and upgrade through FTP Client Software.

Update Firmware from FTP Client
-Select on Enable

Mega System Technologies, Inc.

Tel: +886-2-87922080 Fax:+886-2-87922066

E-mail:netagent@megatec.com.tw
http://www.megatec.com.tw 4

-Download the appropriate firmware version from website (http://www.megatec.com.tw)




-Unzip the file and known the directory path

Please contact the WehMaster if you find any problems with the download page. This page is best viewed on 10245765

Technical Support & FAQ
~ Online Ordering
Shipment Tracking

MNetAgent 8

NetAgent Firmware download procedure:

1. Check your CURRENT FIRMWARE Version

2. Locate your MODEL MUMBER shown at the bottom of your NetAgent device
3. Choose the correct firmware version corresponding to your Model Number.

. Please download the Firrnware corresponding io your Mode! Type from the

i |

3.6.DL520.zip
3.5.CY504.zip
3.5.BY506.2ip
3.5.DX520.2i§-‘
3.5.CX504.2ip

3.5.8X506.zip
Wearnina: B3 1init it 31 BYANR MIIST

Execute ftp + NetAgentA’s IP address

m Netility !

é MWSnap - Shortcut t
'a UPS Simulator - Shortcut Documents
. UPSilon for Windows Pictures
-; . . Music
J SNMPView for Windows
- Computer

ClientMate For Windows

is’ MIB Browser

%, | Configure Java
=
Default Programs I
- iMConfig

= Help and Support Open:  ftp 192.168.66.133 -
|, Getting Started

Control Panel

Devices and Printers

=== Type the name of a program, folder, document, or

Internet resource, and Windows will open it for you.

| ] Programs

I OK H Cancel || Browse...

-1 vyl

Connected to 192.168.66.133.

220 Service ready for new user

USRI S H GEULOD T il sy | Enter username/password that configured on Netility
331 need password

Password:

230 0K

L P R —
200 Port command successful.

150 Opening ASCII mode data connection for file lis
3.4.BY5086.bin

226 Transfer complete.

2. Enter command Is to show available firmware
tlbh1ﬁb

ftp: 15 bytes received in 0.00Seconds 15000.00Kbytes/sec. S
RS A AN L T -0 A T, E——— . Eter put command with bin file directory

200 Port command successful.

150 Opening data connection for 3.5.BY5086.bin

226 file received ok.

ftp: 7733248 bytes sent in 8.52Seconds 907.87Kbytes/sec.

L4 P 1] QP — /.. ONCe complete, enter command quit







